Absentee ballots ava_l!@b[é now. for Miéhig‘an’s
presidential primary: What'to know

Kathlesn Geay, Detrole Free Press  Published 2:52 pam. ET Jan. 27, 2020 | Updated 7:04 n.cu. ET Jan. 28, 2630

Absentee voting for Michigan's presidential primary officlally began Salurday and by Mondéy aftenoon, lhor.e'ihan 100 paople had lined up outside the
Detroit Elections Office to cast ballots. ’

The 2020 election cycle will be the first big test of Michlgan's new voting law, which passed In 2018 and now allows any voter to cast absentee ballots
without having to provide an approved reasen to local clerks. ‘

And Michigan must make Hs absentee ballots avallable 45 days before an slection. For the March 10 prasidential primary, that day was Saturdéy.

Things to know about absentee voting in Michigan:

* Absentee baliots are available through local clerks' offices. Some clerks have pemanent absentee voting ists and witl automatically mail out
applications for ebsentee ballots to everyons on that list. Other clarks haven't set up those lists yet, 8o a votar's best bet Is to call or visit thelr
local clerk and request a ballot.

+ In thé presidential primary, only Democrats or Republicans will be listed on the ballots and voters will have to ask for the political party
ballot thay prefer. If voters don't want to reveal to clerks which party they plan to vote for, they can also ask for a nonpartisan ballot that will
cqnlgln the ballat proposals for individua) communities, This year, for example, a 0.2-mill renewa) question for the Detrolt Institute for tha Arts
Is on the ballot n Wayne, Oakland and Macomb counties. The millage willtast for 10 years,

* Michiganders don't have to reglster as a Republican, Democrat o Independent, so the presidential primary is the only election In which
vaters have to publicly state thelr political preference, That Information wil bacorme @ matter of pyblic record.

¢ Prior to the 2018 election, thers had to give one of slx reasons to be efigibla to vote absentae; age 60 or older, being a poll worker, out of
town on election day, or unable to vote on Election Day because of a physical disabllity, refiglous tenets or Incarceration,
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Detroit Council extends ban on recreational marijuana
sales to spring

Christine Ferretth, The Datrolt News  Published .33 pm ET Jan 28,2020

Detroit — The City Council voted unanimously Tuesday to extend its temporery ban on recreational marjjuana sales until spring as It works on a law to
govem how they operate and ansure residents can participate.

City Councliman James Tate, who Is lsading the effort, introduced the ordinance last week to push back the city’s opt-out period, strassing the potential
bililon-doflar Induatry should have a "pathway for Detroiters to be gainfully employed.”

A draft ordinance prepared in the fal, he noled during a Tuesday public hearing, didn't go far enough o help residents of the post-bankrupt city.

“The rush is really trying to get it right, not to get it done. I'm not going 1o push an ordnance that is not ready,” Tate said. "Detroit has had a situation
whers financlally, tve economic downtum was drastic ... this is an opportunity for us to make our residents whole.
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The councll voted on the extension after muitiple edvocates, residents and prospective merijusna business ownars expressed frusiration with the delay
j that they contand s holding people back from opportunity.

Mmhmm.amadmmﬂy.modhewnclhwmnwaoohgb'kld(w-ean'downmo road. Abel urged councit members to solicit more
public feedback and publish a draR of the proposed ordinance. ;



Abel nated Detrolt Police Chlef James Cralg recently noted that MMMWMWMMMM
violence-llegal-marjuana-sales/4532735002)) of marijuana are leading to violence, Adding to that market, Cralg sald, Is the lack of venues in Datroil
where recreational marfjuana can be legally purchased.

“The chief of palice says the illegal market Is causing lilegal transactions. What's kiliing people Is not marijuana, IYs the prohibition of marljuana,” Abal
sald. "Wa need consumplion lounges in the city, otherwise people are going to continue to walk down the street and smoke marijuana.”

Michigan voters approved a ballot proposal to legalize the adult-yse of racreational marijuana in November 2018. Since then, more than 1,400
municipalities have insiituted bans to prevent marijuana businasses from opening in thelr communites.

The Marfjuana Regulatory Agency Issued the first racreational license in Novernber. Recreational sales began Dec. 1.

Tate first infroduced an ordinance in the fall to temporarily prohiblt adult-use marjuana establishments in the city through Jan. 31. The potential billion-
dollar Industry, he's sald, should have a "pathway for Detrolters to be galnfully employed.”

As of last waek, thero were 84 licenses In the state, 35 of which are retallers, according to David Hamns, a spokesman for the state's Department of
Licensing and Regutatory Aflalrs.

Retall sales for recreational marijuana this month surpassed $10 million In Michigan.

Tate has sald his office has convened warkgroups to Idenlify the challeng'es faced by African Amercans and ather minorities who ere seeking to get into
buslness and identify avenues to help, Including e reduction in application fees.

A fund to ald with start-up and technica) assistance is also being contemplated. It's unclear where the dollars would come from or how such a fund would
be managed.

Individuals who own and operate madical marijuana dispensaries in Datroit that have come onfine in recent years "overwhelmingly are not residents of
the city of Delrait,® Tate sald.

"We've seen within the medical marijuana Industry In the city of Detroit that the Individuals that own and operate these facllities, by and far and large, are
individuals that live outside the city of Ostroit and take the resource that they gain back to thelr communities.” Tate said Tuesday. "We're not anti-
marijyana. Bul we'te pro Detrolt.”

From here, Tate sald there will be conlinued engagement with stakeholders to crah the law, Additlonal sxtensions of the opt-out might be requestad.
City Council President Brenda Jones echoed Tate's posltion that the councll has to take care in creating its policy.

"We have to get it right,” she sald. "This is the opportunity to get it right.”

Green Acres rasident Peter Rhoadss told councll members during the hearing that city communities are “ready to talk.”

His neighborhood group, he said, is "still waiting for s place at the table to discuss reasonable limits to recreational marijuana.”

"Wa've baen walting a long time,” he sald during Tuesday's hearing. "We can't do it in two minutes of public comment.”

Former state Rep. Mary Waters also addressed the councl, saying that she would "have your back inthe communlty” as the legistative body works on its
plan to ensure equity.

“We want to be business owners, and we want to make sure that peapie who have recelved criminal offenses as a result of (marijuana), we wani to make
sure that we help to clear thelr records.®

cferretti@detrolinews.com

Read or Share this story: hnps1Mw.delroitnews.oomlstocylnewslloulldelrolt—dtylzozmmnB!detralt-extonds-ban-rmaﬂonal-maﬁjuana-sates-
8pring/4593510002/



When the new voling law went into effect last yoar, the resulls were Immediate and dramatic with clerks feporting a doubling and tripfing of the number of
pecpia who voted absentae.

Delroit City Clerk Janice Winfrey sald Monday that 50,000 people voled by absentes in the 2016 presidential primasy slection and sha expects that
number o explode.

“Now that we have no-reason absentee voling and expanded satallits office voting this year, we'll probably count close to 80,000 absentae ballots this
year,” she sald.

mmmhmnmnnmmum&mmmumhmwmmummmmmmmuum
available fo iichigan votors 45 days before an election and for Bichigen'n March 1a,nmamm.m.wmm MM.M:&MW

And it didn't bother the people waiting to vote Monday that several of the candidates on the ballot may not be running by the time of the Michigan primary.
Eighteen states, as well as Democrals abroad and American Samos, will have voted before Michigan.

Marcla Bridges, a health cars worker who atlended a rally sponsored by the service workers union SE(U at the Detrait Elaction Commission offices, ls a
fraquent absentee voter primarlly for the convenience,
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{Stay up to date on Michigan's political news: Subiscribs

“I'm thinking ebout three different candidates,” she sald momants before she weant In to vote. “But ! think it's going to be Elizabeth Warren.”
Vincent Danlels, a security guard from Oetroit, was still meking up his mind as he stood in line.

“This s the eartiest ! ever voted in election” he sald, noting that he was siill weighing a vote for either U.S. Sen. Bemie Sanders of Vermant or former
Vice PruldontJooBldon.‘lfoworhllhnihbuhhlomnvohmHmoydon'tmakolttomomml election.”
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Government privacy watchdog
under pressure to recommend
recognition ban

BY CHRIS MItL8 RODRIGO - 01/27/20 04:31 PM EST

101 =ones

The Privacy and Civil Liberties Oversight Board {PCLOB), an independent
agency, is coming under increasing pressure to recommend the federal
government stop using facial recognition.

Forty groups, led by the Electronic Privacy Information Center, sent a
letter Monday to the agency calling for the suspension of facial
recognition systems "pending further review.”

"The rapid and unregulated deployment of facial recognition poses a
direct threat to ‘the precious liberties that are vital to our way of life,"” the
advocacy groups wrote. ’

The PCLOB "has a unique responsibility, set out in statute, to assess
technologies and polices that impact the privacy of Americans after 9-11
and to make recommendations to the President and executive branch,"
they wrote. '

The agency, created in 2004, advises the administration on privacy issues.

The letter cited a recent New York Times report about Clearview Al, a
company which claims to have a database of more than 3 billion photos
and is reportedly collaborating with hundreds of police departments.
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It also mentioned a study by the National Institute of Standards and
Technology, part of the Commerce Department, which found that the
majority of facial recognition systems have “"demographic differentials”
that can worsen their accuracy based on a person’s age, gender or race.

The PCLOB did not immediately respond to a request for comment on the
letter.

While several cities and municipalities have restricted the use of facial
recognition by government officials and police, there is no federal

law specifying when, how or where facial recognition technology can be
used.

Several bills have been introduced, addressing the technology's use by
police and public housing administrators, but no legislation has advanced
through Congress.

The House Oversight and Reform Committee held a hearing on facial
recognition earlier this month, when lawmakers on both sides of the aisle
suggested some version of a freeze on the technology.

“It really is not ready for primetime — it can be used in positive ways ... but
also severely impacts the civil liberties and rights of individuals,”
Committee Chairwoman Carolyn Maloney (D-N.Y.) said at the hearing.

"While we're trying to figure out ... what's all happening, let's just not
expand it,” said ranking member Rep. Jim Jordan (R-Ohio), later telling
reporters that legislation was being drafted to gather information on the
use of facial recognition and pause the practice while doing so.

TAGS NIST COMMERCE DEPARTMENT CAROLYN MALONEY JIM JORDAN
FACIAL RECOGNITION TECHNOLOGY
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The Secretive Company That Might
End Privacy as We Know It

A little-known start-up helps law enforcement match photos of unknown people to their online images — and “might lead to a
dystopian future or something,” a backer says.

By Kashmir Hill

Jan. 18, 2020

Until recently, Hoan Ton-That's greatest hits included an obscure iPhone game and an app that let people put Donald Trump's distinctive
yellow hair on their own photos.

Then Mr. Ton-That — an Australian techie and onetime model — did something momentous: He invented a tool that could end your ability
to walk down the street anonymously, and provided it to hundreds of law enforcement agencies, ranging from local cops in Florida to the
EB.L and the Department of Homeland Security.

His tiny company, Clearview Al, devised a groundbreaking facial recognition app. You take a picture of a person, upload it and get to see
public photos of that person, along with links to where those photos appeared. The system — whose backbone s a database of more than
three billion images that Clearview claims to have scraped from Facebook, YouTube, Venmo and millions of other websites — goes far
beyond anything ever constructed by the United States government or Silicon Valley giants.

Federal and state law enforcement officers said that while they had only limited knowledge of how Clearview works and who is behind it,
they had used its app to help solve shoplifting, identity theft, credit card fraud, murder and child sexual exploitation cases.

Until now, technology that readily identifies everyone based on his or her face has been taboo because of its radical erosion of privacy.
Tech companies capable of releasing such a tool have refrained from doing so; in 2011, Google's chairman at the time said it was the one
technology the company had held back because it could be used “in a very bad way.” Some large cities, including San Francisco, have
barred police from using faciat recognition technology.

But without public scrutiny, more than 600 law enforcement agencies have started using Clearview in the past year, according to the
company, which declined to provide a list. The computer code underlying its app, analyzed by The New York Times, includes
programming language to pair it with augmented-reality glasses; users would potentially be able to identify every person they saw. The
tool could identify activists at a protest or an attractive stranger on the subway, revealing not just their names but where they lived, what
they did and whom they knew.

And it’s not just law enforcement: Clearview has also licensed the app to at least a handful of companies for security purposes.

“The weaponization possibilities of this are endless,” said Eric Goldman, co-director of the High Tech Law Institute at Santa Clara
University. “Imagine a rogue law enforcement officer who wants to stalk potential romantic partners, or a foreign government using this
to dig up secrets about people to blackmail them or throw them in jail”

Clearview has shrouded itself in secrecy, avoiding debate about its boundary-pushing technology. When I began looking into the company
in November, its website was a bare page showing a nonexistent Manhattan address as its place of business. The company’s one employee
listed on LinkedIn, a sales manager named “John Good,” turned out to be Mr. Ton-That, using a fake name. For a month, people affiliated
with the company would not return my emails or phone calls,

While the company was dodging me, it was also monitoring me. At my request, a number of police officers had run my photo through the
Clearview app. They soon received phone calls from company representatives asking if they were talking to the media — a sign that
Clearview has the ability and, in this case, the appetite to monitor whom law enforcement is searching for.
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Facial recognition technology has always been controversial, It makes people nervous about Big Brother. It has a tendency to deliver false

matches for certain groups, like people of color. And some facial recognition products used by the police — including Clearview’s — haven't
been vetted by independent experts.

Clearview's app carries extra risks because law enforcement agencies are uploading sensitive photos to the serversof a company whose
ability to protect its data is untested,

The company eventually started answering my questions, saying that its earlier silence was typical of an early-stage start-up in stealth
mode. Mr. Ton-That acknowledged designing a prototype for use with augmented-reality glasses but said the company had no plans to
release it. And he said my photo had rung alarm bells because the app “flags possible anomalous search behavior” in order to prevent
users from conducting what it deemed “inappropriate searches”

In addition to Mr. Ton-That, Clearview was founded by Richard Schwartz — who was an aide to Rudolph W, Giuliani when he was mayor of
New York — and backed financially by Peter Thiel, a venture capitalist behind Facebook and Palantir.

Another early investor is a small firm called Kirenaga Partners. Its founder, David Scalzo, dismissed concerns about Clearview making the
internet searchable by face, saying it’s a valuable crime-solving toot.

“I've come to the conclusion that because information constantly increases, there’s never going to be privacy,” Mr. Scalzo said. “Laws have
to determine what’s legal, but you can’t ban technology. Sure, that might lead to a dystopian future or something, but you can’t ban it.”

Hoan Ton-That, founder of Clearview Al, whose app matches faces to images it collects from across the internet, Amr Alfiky for The New York Times

Addicted to Al

Mr. Ton-That, 31, grew up a long way from Silicon Valley. In his native Australia, he was raised on tales of his royal ancestors in Vietnam.
In 2007, he dropped out of college and moved to San Francisco. The iPhone had just arrived, and his goal was to getin early on what he
expected would be a vibrant market for social media apps. But his early ventures never gained real traction.
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In 2009, Mr. Ton-That created a site that let people share links to videos with all the contacts in their instant messengers. Mr. Ton-That
shut it down after it was branded a “phishing scam” In 2015, he spun up Trump Hair, which added Mr. Trump’s distinctive coif to people in
a photo, and a photo-sharing program. Both fizzled.

Dispirited, Mr. Ton-That moved to New York in 2016. Tall and slender, with long black hair, he considered a modeling career, he said, but
after one shoot he returned to trying to figure out the next big thing in tech. He started reading academic papers on artificial intelligence,
image recognition and machine learning.

Mr. Schwartz and Mr. Ton-That met in 2016 at a book event at the Manhattan Institute, a conservative think tank. Mr. Schwartz, now 61,
had amassed an impressive Rolodex working for Mr. Giuliani in the 1990s and serving as the editorial page editor of The New York Daily
News in the early 2000s. The two soon decided to go into the facial recognition business together: Mr. Ton-That would build the app, and
Mr. Schwartz would use his contacts to drum up commercial interest.

Police departments have had access to facial recognition tools for almost 20 years, but they have historically been limited to searching
government-provided images, such as mug shots and driver’s license photos. In recent years, facial recognition algorithms have improved
in accuracy, and companies like Amazon offer products that can create a facial recognition program for any database of images,

Mr. Ton-That wanted to go way beyond that. He began in 2016 by recruiting a couple of engineers. One helped design a program that can
automatically collect images of people’s faces from across the internet, such as employment sites, news sites, educational sites, and social
networks including Facebook, YouTube, Twitter, Instagram and even Venmo. Representatives of those companies said their policies
prohibit such scraping, and Twitter said it explicitly banned use of its data for facial recognition.

Another engineer was hired to perfect a facial recognition algorithm that was derived from academic papers. The result: a system that
uses what Mr. Ton-That described as a “state-of-the-art neural net” to convert all the images into mathematical formulas, or vectors, based
on facial geometry — like how far apart a person’s eyes are. Clearview created a vast directory that clustered all the photos with similar
vectors into “neighborhoods.” When a user uploads a photo of a face into Clearview's system, it converts the face into a vector and then
shows all the scraped photos stored in that vector’s neighborhood — along with the links to the sites from which those images came.

Mr. Schwartz paid for server costs and basic expenses, but the operation was bare bones; everyone worked from home. “I was living on
credit card debt,” Mr. Ton-That said. “Plus, I was a Bitcoin believer, so I had some of those.”
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Mr. Ton-That showing the results of a search for a photo of himself. Amr Alfiky for The New York Times

Going Viral With Law Enforcement

By the end of 2017, the company had a formidable facial recognition tool, which it called Smartcheckr. But Mr, Schwartz and Mr. Ton-That
weren't sure whom they were going to sell it to.

Maybe it could be used to vet babysitters or as an add-on feature for surveillance cameras. What about a tool for security guards in the
lobbies of buildings or to help hotels greet guests by name? “We thought of every idea” Mr. Ton-That said.

One of the odder pitches, in late 2017, was to Paul Nehlen — an anti-Semite and self-described “pro-white” Republican running for
Congress in Wisconsin — to use “unconventional databases” for “extreme opposition research” according to a document provided to Mr.
Nehlen and later posted online. Mr. Ton-That said the company never actually offered such services.

The company soon changed its name to Clearview Al and began marketing to law enforcement. That was when the company got its first
round of funding from outside investors: Mr. Thiel and Kirenaga Partners. Among other things, Mr. Thiel was famous for secretly
financing Hulk Hogan's lawsuit that bankrupted the popular website Gawker. Both Mr. Thiel and Mr. Ton-That had been the subject of
negative articles by Gawker,

“In 2017, Peter gave a talented young founder $200,000, which two years later converted to equity in Clearview Al,” said Jeremiah Hall,
Mr. Thiel's spokesman. “That was Peter’s only contribution; he is not involved in the company.”

Even after a second funding round in 2019, Clearview remains tiny, having raised $7 million from investors, according to Pitchbook, a
website that tracks investments in start-ups. The company declined to confirm the amount.

In February, the Indiana State Palice started experimenting with Clearview. They solved a case within 20 minutes of using the app. Two
men had gotten into a fight in a park, and it ended when one shot the other in the stomach. A bystander recorded the crime on a phone, so
the police had a still of the gunman’s face to run through Clearview’s app.
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They immediately got a match: The man appeared in a video that someone had posted on social media, and his name was included in a
caption on the video. “He did not have a driver’s license and hadn't been arrested as an adult, so he wasn't in government databases,” said
Chuck Cohen, an Indiana State Police captain at the time.

The man was arrested and charged; Mr. Cohen said he probably wouldn’t have been identified without the ability to search social media
for his face. The Indiana State Police became Clearview's first paying customer, according to the company. (The police declined to
comment beyond saying that they tested Clearview's app.)

Clearview deployed current and former Republican officials to approach police forces, offering free trials and annual licenses for as little
as $2,000. Mr. Schwartz tapped his political connections to help make government officials aware of the tool, according to Mr. Ton-That.
(“I'm thrilled to have the opportunity to help Hoan build Clearview into a mission-driven organization that's helping law enforcement
protect children and enhance the safety of communities across the country,” Mr. Schwartz said through a spokeswoman.)

The company’s main contact for customers was Jessica Medeiros Garrison, who managed Luther Strange’s Republican campaign for
Alabama attorney general. Brandon Fricke, an N.FL. agent engaged to the Fox Nation host Tomi Lahren, saidin a financial disclosure
report during a congressional campaign in California that he was a “growth consultant” for the company. (Clearview said that it was a
brief, unpaid role, and that the company had enlisted Democrats to help market its product as well.)

This is how many photos you can search...

3 billlen
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A chart from marketing materials that Clearview provided to Jaw enforcement. Clearview

The company’s most effective sales technique was offering 30-day free trials to officers, who then encouraged their acquisition
departments to sign up and praised the tool to officers from other police departments at conferences and online, according to the company
and documents provided by police departments in response to public-record requests. Mr. Ton-That finally had his viral hit.

In July, a detective in Clifton, N.J., urged his captain in an email to buy the software because it was “able to identify a suspect in a matter of
seconds.” During the department’s free trial, Clearview had identified shoplifters, an Apple Store thief and a good Samaritan who had
punched out a man threatening people with a knife.

Photos “could be covertly taken with telephoto lens and input into the software, without ‘burning’ the surveillance operation,” the
detective wrote in the email, provided to The Times by two researchers, Bery! Lipton of MuckRock and Freddy Martinez of Open the
Government. They discovered Clearview late last year while looking into how local police departments are using facial recognition.
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According to a Clearview sales presentation reviewed by The Times, the app helped identify a range of individuals: a person who was
accused of sexually abusing a child whose face appeared in the mirror of someone’s else gym photo; the person behind a string of mailbox
thefts in Atlanta; a John Doe found dead on an Alabama sidewalk; and suspects in multiple identity-fraud cases at banks.
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Detective Sgt. Nick Ferrara in Gainesville, Fla., sald he had used Clearview’s app to identify dozens of suspects. Charfotte Kesl for The New York Times

In Gainesville, Fla., Detective Sgt. Nick Ferrara heard about Clearview last summer when it advertised on CrimeDex, a list-serv for
investigators who specialize in financial crimes. He said he had previously relied solely on a state-provided facial recognition tool, FACES,
which draws from more than 30 million Florida mug shots and Department of Motor Vehicle photos.

Sergeant Ferrara found Clearview’s app superior, he said. Its nationwide database of images is much larger, and unlike FACES,
Clearview's algorithm doesn’t require photos of people looking straight at the camera.

“With Clearview, you can use photos that arent perfect,” Sergeant Ferrara said. “A person can be wearing a hat or glasses, or it can be a
profile shot or partial view of their face.”

He uploaded his own photo to the system, and it brought up his Venmo page. He ran photos from old, dead-end cases and identified more
than 30 suspects. In September, the Gainesville Police Department paid $10,000 for an annual Clearview license.

Federal law enforcement, including the EB.I. and the Department of Homeland Security, are trying it, as are Canadian law enforcement
authorities, according to the company and government officials.

Despite its growing popularity, Clearview avoided public mention until the end of 2019, when Florida prosecutors charged a woman with
grand theft after two grills and a vacuum were stolen from an Ace Hardware store in Clermont. She was identified when the policeran a
still from a surveillance video through Clearview, which {ed them to her Facebook page. A tattoo visible in the surveillance video and
Facebook photos confirmed her identity, according to an affidavit in the case.

‘We're All Screwed’
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Mr. Ten-That said the tool does not always work. Most of the photos in Clearview’s database are taken at eye level. Much of the material
that the police upload is from surveillance cameras mounted on ceilings or high on walls.

“They put surveillance cameras too high,” Mr. Ton-That lamented. “The angle is wrong for good face recognition”

Despite that, the company said, its tool finds matches up to 75 percent of the time. But it is unclear how often the tool delivers false
matches, because it has not been tested by an independent party such as the National Institute of Standards and Technology, a federal
agency that rates the performance of facial recognition algorithms.

“We have no data to suggest this tool is accurate;” said Clare Garvie, a researcher at Georgetown University's Center on Privacy and
Technology, who has studied the government’s use of facial recognition. “The larger the database, the larger the risk of misidentification
because of the doppelginger effect. They’re talking about a massive database of random people they've found on the internet.”

But current and former law enforcement officials say the app is effective. “For us, the testing was whether it worked or not,” said Mr.
Cohen, the former Indiana State Police captain.

One reason that Clearview is catching on is that its service is unique. That’s because Facebook and other social media sites prohibit people
from scraping users’ images — Clearview is violating the sites’ terms of service.

“A lot of people are doing it” Mr. Ton-That shrugged. “Facebook knows.”

Jay Nancarrow, a Facebook spokesman, said the company was reviewing the situation with Clearview and “will take appropriate action if
we find they are violating our rules.”

Mr. Thiel, the Clearview investor, sits on Facebook’s board. Mr. Nancarrow declined to comment on Mr. Thiel's personal investments.

Some law enforcement officials said they didn't realize the photos they uploaded were being sent to and stored on Clearview’s servers,

Clearview tries to pre-empt concerns with an FA.Q, document given to would-be clients that says its customer-support employees won’t
look at the photos that the police upload.
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Clearview's marketing materials, obtained through a public-records request in Atlanta.
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Clearview also hired Paul D. Clement, a United States solicitor general under President Georgé W. Bush, to assuage concerns about the
app's legality.

In an August memo that Clearview provided to potential customers, including the Atlanta Police Department and the Pinellas County
Sheriff’s Office in Florida, Mr. Clement said law enforcement agencies “do not violate the federal Constitution or relevant existing state
biometric and privacy laws when using Clearview for its intended purpose.”

Mr. Clement, now a partner at Kirkland & Ellis, wrote that the authorities don’t have to tell defendants that they were identified via
Clearview, as long as it isn’t the sole basis for getting a warrant to arrest them. Mr. Clement did not respond to multiple requests for
comment.

The memo appeared to be effective; the Atlanta police and Pinellas County Sheriff’s Office soon started using Clearview.

Because the police upload photos of people they're trying to identify, Clearview possesses a growing database of individuals who have
attracted attention from law enforcement, The company also has the ability to manipulate the results that the police see, After the
company realized I was asking officers to run my photo through the app, my face was flagged by Clearview’s systems and for a while
showed no matches. When asked about this, Mr. Ton-That laughed and called it a “software bug”

“It’s creepy what they’re doing, but there will be many more of these companies. There is no monopoly on math,” said Al Gidari, a privacy
professor at Stanford Law School. “Absent a very strong federal privacy law, we're all screwed.”

Mr. Ton-That said his company used only publicly available images. If you change a privacy setting in Facebook so that search engines
can’t link to your profile, your Facebook photos won't be included in the database, he said.

But if your profile has already been scraped, it is too late. The company keeps all the images it has scraped even if they are later deleted or
taken down, though Mr. Ton-That said the company was working on a tool that would let people request that images be removed if they
had been taken down from the website of origin.

Woodrow Hartzog, a professor of law and computer science at Northeastern University in Boston, sees Clearview as the latest proof that
facial recognition should be banned in the United States.

“We’ve relied on industry efforts to self-police and not embrace such a risky technology, but now those dams are breaking because there is
$0 much money on the table,” Mr. Hartzog said. “I don’t see a future where we harness the benefits of face recognition technology without
the crippling abuse of the surveillance that comes with it. The only way to stop it is to ban it

Where Everybody Knows Your Name

During a recent interview at Clearview’s offices in a WeWork location in Manhattan’s Chelsea neighborhood, Mr. Toh-That demonstrated
the app on himself. He took a selfie and uploaded it. The app pulled up 23 photos of him. In one, he is shirtless and lighting a cigarette while
covered in what looks like blood.

Mr. Ton-That then took my photo with the app. The “software bug” had been fixed, and now my photo returned numerous results, dating
back a decade, including photos of myself that I had never seen before. When I used my hand to cover my nose and the bottom of my face,
the app still returned seven correct matches for me.

Police officers and Clearview’s investors predict that its app will eventually be available to the public.
Mr. Ton-That said he was reluctant. “There’s always going to be a community of bad people who will misuse it he said.

Even if Clearview doesn’t make its app publicly available, a copycat company might, now that the taboo is broken. Searching someone by
face could become as easy as Googling a name. Strangers would be able to listen in on sensitive conversations, take photos of the
participants and know personal secrets. Someone walking down the street would be immediately identifiable — and his or her home
address would be only a few clicks away. It would herald the end of public anonymity.

Asked about the implications of bringing such a power into the world, Mr. Ton-That seemed taken aback.
“I'have to think about that” he said. “Our belief is that this is the best use of the technology.”

Jennifer Valentino-DeVries, Gabriel J.X, Dance and Aaron Krolik contributed reporting, Kitty Bennett contributed research,
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